
The latest Global Privacy 
Enforcement Network 
Study into privacy aspects 
of more than 300 ‘Internet 
of Things’ smart devices 
has found ‘alarming  
shortfalls’ in the manage-
ment of personal data by 
developers and suppliers. 

The study, involving  
twenty-five data protection 
authorities, considered 
the ways in which organi-
sations communicated 
with their customers  
regarding the security  
of their personal data.  
In Ireland, the Office  
of the Data Protection  
Commissioner investigat-
ed nine devices, ranging 
from smart electricity me-

ters to fitness trackers, 
and its national findings 
were broadly in line with 
global trends. 

The international report 
showed that 72% failed  
to explain how customers 
could delete their infor-
mation and 68% failed  
to properly explain how 
information was stored. 

Additionally, 60% of com-
panies failed to adequate-
ly explain to customers 
how their personal infor-
mation would be collected 
and processed and 38% 
failed to include easily 
identifiable contact details 
if customers had privacy 
concerns. 

The regulatory authorities 
are now considering what 
action is to be taken 
against those who are 
found to be in breach of 
legislation. 

John Rogers, Senior  
Investigations Officer, 
who coordinated the Irish 
Sweep said: “There can 
be no doubt as to the  
benefits of modern tech-
nology in our everyday 
lives, but the introduction 
of this technology must  
be done in a clear and 
transparent manner and 
not adversely impact on 
privacy rights. The find-
ings of our sweep show 
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New guidance on anonymisation and 
location data  
The ODPC has published 
new guidance on anony-
misation and pseudony-
misation, as well as new 
guidance on handling  
location data.  

The guidance on  
anonymisation reminds 
organisations that irrevers-
ibly and effectively  
anonymised data are  
not ‘personal data’ for  
the purposes of the DPAs 
and the data protection 
principles do not have to 

be complied with.  
Pseudonymised data 
remains personal data.  

Another key point made 
is that if source data are 
not deleted at the same 
time that anonymised 
data are prepared, the 
anonymised data will still 
be considered ‘personal 
data’, where the source 
data could be used to 
identify an individual 
from the anonymised 
data. 

The ODPC’s newly  
published guidance  
on location data gives 
organisations clarity on 
handling location data.  

The guidance advises 
that location data relating 
to individuals is very  
likely to be able to identify 
them, hence it constitutes 
personal data and may 
even constitute sensitive 
data. It states that data 
controllers have a respon-
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