
The High Court has grant-
ed TikTok permission to 
challenge the Data Pro-
tection Commission’s de-
cision to fine the company 
€345m for failing to pro-
tect children’s privacy. 

The DPC announced its 
decision on TikTok on 
15th September 2023 
following an inquiry which 
examined the extent to 
which the company com-
plied with its GDPR obli-
gations in relation to the 
processing of personal 
data relating to child users 
of the platform. 

The DPC’s decision rec-
orded infringements of 
Articles 5(1)(c), 5(1)(f),  
24(1), 25(1), 25(2),12
(1),13(1)(e) and 5(1)(a)  

of the GDPR. Specifically, 
the DPC’s key findings of 
non-compliance were  
that the profile settings  
for child user accounts on 
the platform were set to 
‘public’ by default, mean-
ing anyone (on or off the 
platform) could view the 
content posted by the 
child user.  

The ‘Family Pairing’ set-
ting allowed an adult user 
(who could not be verified 
as the parent or guardian 
of the child) to pair their 
account to a child’s ac-
count. This allowed the 
adult user to enable direct 
messages for children 
above the age of 16, 
which posed several pos-
sible risks to child users. 

The ‘public by default’ 
setting on children’s  
accounts posed several 
significant risks to children 
aged under 13 who 
gained access to the  
platform. 

TikTok failed to provide 
sufficient transparency 
information to children 
who use the platform. 
Finally, TikTok implement-
ed ‘dark patterns’ by 
nudging users towards 
choosing more privacy-
intrusive options during 
the registration process, 
and when posting videos. 

Alongside the €345 million 
fine — the fifth-largest 
penalty ever imposed  
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DPC publishes trove of case studies 

The Data Protection Com-
mission has released a 
booklet that contains 126 
case studies from the first 
five years of the GDPR. 

The DPC says that the 
case studies, which have 
been broken down by cat-
egory and indexed, are a 
valuable reference tool 
when exploring how the 
DPC approaches com-
plaints. 

The case studies are or-
ganised into the following 

topics: access request 
complaints (case studies 
1-20); accuracy (case
studies 21-24); cross-
border complaints (case
studies 25-35); data
breach notification (case
studies 36-55); disclo-
sure/unauthorised disclo-
sure (case studies 56-
73); electronic direct
marketing (case studies
74-87); erasure (case
studies 88-101); the law 
enforcement directive 
(case studies 102-107); 
objection to processing 

(case studies 108-120); 
purpose limitation (case 
studies 121-122); and 
transparency (case stud-
ies 123-126).  

Among the case studies 
are well-publicised com-
plaints against Airbnb, 
Facebook, TikTok, 
Groupon, Yahoo, Tinder, 
Google, WhatsApp,  
Vodafone, JustEat and 
Microsoft.  
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