
The Data Protection Com-
mission has reprimanded 
and imposed corrective 
measures on Airbnb Ire-
land for violations of the 
GDPR. 

The enforcement action 
relates to an inquiry  
which started in March 
2022 following a referral 
(due to the location of 
Airbnb’s headquarters  
in Dublin) from Berlin’s 
Supervisory Authority.  

An Airbnb host had  
complained to the  
Berlin authority that the 
company had made her 
ability to take new book-
ings via the platform, and 
her ability to list a second 
property on the site, con-
ditional on overly intrusive 
ID checks.  

She also complained 
about the company’s 
retention practices.  

Airbnb described its  
verification process as 
being necessary and  
proportionate. It also said 
that it retained identity 
verification data for the 
purposes of security  
enhancement, including 
for improving its ID  
verification system  
and processes. 

However, the DPC found 
that Airbnb’s retention of  
a copy of the host’s identi-
ty documentation follow-
ing the successful com-
pletion of the identity veri-
fication process infringed 
the data minimisation and 
storage limitation princi-
ples (Articles 5(1)(c) and 

5(1)(e) of the GDPR).   
The DPC further found 
that the continued  
processing and retention 
of partially redacted and 
out-of-date identity docu-
ments deemed inade-
quate to verify the host’s 
identity also infringed the 
data minimisation and 
storage limitation princi-
ples. 

The DPC decided to  
issue Airbnb with a repri-
mand, a measure availa-
ble to it under Article 58
(2)(b) of the GDPR. In 
addition, the DPC made 
several orders under Arti-
cle 58(2)(d) of the GDPR. 

As a result of the DPC’s 
orders, Airbnb needs to 

(Continued on page 17) 

Airbnb reprimanded by DPC Headlines 

· DPC fines

Department of

Health €22,500,

p.18

· Court dismisses

action against
DPC, p.19

· PSNI data breach:

review launched,

p.20

Expert comment 2 

8 Hallmarks of 
effective Data  
Protection by Design 
and Default  

4 

AI — comparing 
global approaches 
and 5 compliance 
keys   

7 

Pseudonymous or 
anonymous, that is 
the question  

10 

News & Views 17 

The rise of GDPR 
private enforcement 
— trends and devel-
opments 

14 

Contents 

Data Protection Ireland 

EU-US Framework adopted 

The European Commis-
sion has adopted its ade-
quacy decision on the EU-
US Data Privacy Frame-
work (‘the Framework’).  

The decision, which took 
effect on 10th July 2023, 
concludes that the US 
ensures an adequate level 
of protection for personal 
data transferred from the 
EEA to companies certi-
fied to the Framework.  

The Framework establish-
es a set of principles and 

supplemental principles 
which are binding on 
organisations participat-
ing in the Framework. 
These principles remain 
largely unchanged com-
pared to the principles 
under the Privacy Shield. 

Participation in the 
Framework is voluntary. 
However, once an organ-
isation decides to certify, 
compliance with the prin-
ciples are compulsory 
and enforceable by data 
subjects through, among 

others, a binding  
arbitration option. 

The Framework relies  
on a self-certification 
mechanism administered 
by the US Department  
of Commerce, which  
has administered the  
previous frameworks.  

Organisations that have 
maintained their self-
certification to the EU-US 
Privacy Shield do not 
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https://www.dataprotection.ie/sites/default/files/uploads/2023-08/IN-22-3-1%20Airbnb%20Ireland%20UC%20Final%20Decision%20EN.pdf



